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Encryption based on sweeping computational ghost imaging

Sajjad Rajabi-Ghaleh', Sohrab Ahmadi-Kandjani' 2, and Reza Kheradmand'-?
"Research Institute for Applied Physics and Astronomy, Tabriz, 29 Bahman Blvd, university of Tabriz.

*Photonics and plasmonics technology group, Faculty of Physics, Tabriz, 29 Bahman Blvd, university of Tabriz.

Abstract- In this paper we introduce new method for computational ghost imaging (CGI). This method call
sweeping computational ghost imaging (SCGI). By introducing row and column sweep speckle patterns that
was illuminated on the object, final image are retrieved via cross product of row and column matrices from
images that are reconstructed with row and column sweep speckle patterns. Results of this method was
performed both theoretical and experimental. This method was used for data encrypt by symmetric and
asymmetric systems. In the symmetric, four main actions and select row and column of images are as private
key. In the asymmetric, reconstructed images of row and column sweep speckle patterns and four main actions
are as public and private keys, respectively. Because of final image reconstructed by cross product operator,
therefore was used four main actions for decrypt of information. Experimental and simulation results show
that eavesdrop 100 percentage of data transfer, users couldn’t achieved basic information. In result, this method
provide full security for data transfer between two users.

Keywords: Encryption, speckle pattern, and sweeping computational ghost imaging
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